Mandrake Privacy Policy (i0S)

Effective Date: [Insert Date]

Mandrake is published by Arcturus Digital Consulting Ltd (“we”, “our”, or “us”).
1. Information We Collect

- Urge logs & check-ins stored in Firebase/Firestore.
- Technical data: diagnostics, crash reports (no logs).
- Purchases: handled via Apple In-App Purchases (IAP).

- No Apple Sign-In, Google Sign-In, or other social login.
2. How We Use Information

Provide features, verify subscriptions, maintain stability. No ads or profiling.

We do not track you across other apps or websites (no ATT tracking).

3. Data Storage & Security

All data stored in Firebase/Firestore (Google Cloud). Export/delete anytime.

4. Sharing of Information

Shared only with Firebase and Apple App Store services as processors. No marketing sharing.

5. Payments & Subscriptions

Subscriptions processed via Apple In-App Purchases. Verified by Apple and optionally mirrored in
Firebase for entitlement checks. No Mandrake account required.

Manage/cancel your subscription anytime via your Apple ID settings.
6. Your Choices
Delete/export logs anytime. Cancel/manage subscription via Apple ID settings.

7. Disclaimer

Mandrake is not a clinical service. Call 999 (UK) if unsafe.



8. Age Restriction

Mandrake is intended for users aged 16 and above.
9. Contact

Arcturus Digital Consulting Ltd — Email: [Insert Support Email]



